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1. Discussion
As shown in Fig. 1 below, when a UE has a PDU session in SSC Mode 3, the network may insert in the data path of the PDU session a UPF supporting the Branching Point (BP) functionality either (a) because the network attempts to change the PDU session anchor from UPFa to UPFb (service continuity case) or (b) because the network attempts to provide the UE with local access to a data network via UPFb (local access case). Both of these cases are already considered in TS 23.501, clause 5.6.4.3 ("Usage of IPv6 multi-homing for a PDU session").
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Fig. 1
Although the UE is informed that UPFb is inserted in the data path (because the UE receives Routing Advertisements from UPFb), it is currently not specified how the UE knows if UPFb is inserted to support case (a) or case (b). The UE needs to differentiate between these cases because the UE is required to carry out different procedures in these two cases. For example, in case (a) the UE understands that one of the on-link routers (UPFa) will soon become unavailable and therefore it will attempt to steer new flows to UPFb and it may also steer existing flows to UPFb before UPFa becomes unavailable. These procedures however are not required in case (b).
We believe that the UE shall be able to differentiate between case (a) and case (b) by checking the information in the received RAs. An example solution is illustrated Fig. 2 which is based on the elements and procedures specified in RFC 4191 ("Default Router Preferences and More-Specific Routes").
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Fig. 2
In case (a) the RAs sent to UE via UPFb have higher preference than the preference in RAs sent to UE via UPFa. For example, the RAs from UPFa include a preference field indicating medium preference (Prf=00), whereas the RAs from UPFb include a preference field indicating high preference (Prf=01). These preference values are already defined in RFC4191.
In case (b) the RAs sent to UE via UPFb have lower preference than the preference in RAs sent to UE via UPFa. For example, the RAs from UPFa include a preference field indicating medium preference (Prf=00), whereas the RAs from UPFb include a preference field indicating low preference (Prf=11). In addition, the RAs from UPFb may also include Route Information (again specified in RFC4191) which designates the prefixes that can be reached via UPFb, e.g. the prefix of the local data network.
Note that the solution in Fig. 2 is provided only as an example solution. We believe that the details of the solution are in the scope of stage-3. The requirement for stage-2 however is that:
· The UE shall be able to determine if UPFb is included to support case (a) or case (b) by inspecting the information in the received RAs from UPFa and UPFb.
2. Proposal

Based on the above discussion the following changes to TS 23.501 are proposed.
* * * First Change * * * 

5.6.4.3
Usage of IPv6 multi-homing for a PDU session

A PDU session may be associated with multiple IPv6 prefixes. This is referred to as multi-homed PDU session. The multi-homed PDU session provides access to the Data Network via more than one PDU (IPv6) anchor. The different user plane paths leading to the different PDU anchors branch out at a "common" UPF referred to as a UPF supporting "Branching Point" functionality. The Branching Point provides forwarding of UL traffic towards the different PDU anchors and merge of DL traffic to the UE i.e. merging the traffic from the different PDU anchors on the link towards the UE.
The UPF supporting a Branching Point functionality may also be controlled by the SMF to support traffic measurement for charging, traffic replication for LI and bit rate enforcement (per PDU session AMBR). The insertion and removal of a UPF supporting Branching Point is decided by the SMF and controlled by the SMF using generic N4 and UPF capabilities. The SMF may decide to insert in the data path of a PDU session or to remove from the data path of a PDU session a UPF supporting the Branching Point functionality either during or after the PDU session establishment.
Multi homing of a PDU session applies only for PDU sessions of IPv6 type.
The use of multiple IPv6 prefixes in a PDU session is characterised by the following:

-
The UPF supporting a Branching Point functionality is configured by the SMF to spread the UL traffic between the IP anchors based on the Source Prefix of the PDU (which may be selected by the UE based on routing information and preferences received from the network).

-
IETF RFC 4191 [8] is used to configure routing information and preferences into the UE to influence the selection of the source Prefix.

NOTE 1:
This corresponds to Scenario 1 defined in IETF RFC 7157 [7] "IPv6 Multihoming without Network Address Translation". This allows to make the Branching Point unaware of the routing tables in the Data Network and to keep the first hop router function in the IP anchors.
-
The multi-homed PDU session may be used to support make-before-break service continuity to support SSC mode 3. This is illustrated in Figure 5.6.4.3-1.

-
The multi-homed PDU session may also be used to support cases where UE needs to access both a local service (e.g. local server) and a central service (e.g. the internet), illustrated in Figure 5.6.4.3-2.
-
The UE shall use the method specified in TS 23.502 [3], clause 4.3.5.3, to determine if a multi-homed PDU session is used to support the service continuity case shown in Figure 5.6.4.3-1, or if it is used to support the local access to DN case shown in Figure 5.6.4.3-2.
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Figure 5.6.4.3-1: Multi-homed PDU Session: service continuity case

NOTE 2:
The same UPF may support both the Branching Point and the PDU session anchor functionalities
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Figure 5.6.4.3-2: Multi-homed PDU Session: local access to a DN

NOTE 3:
The same UPF may support both the Branching Point and the PDU session anchor functionalities

Editor's note: Further clarification is needed to highlight in the figures the difference between figure 5.6.4.3-1 that addresses a mobility case and figure 5.6.4.3-2 that addresses local offload i.e. that refers to one of the PDU session anchors  being deployed topologically near the AN

In case of HR roaming, the visited operator is allowed to use an IP anchor in the VPLMN only in case the home operator has explicitly allowed it.
Editor's note: The Relationship between SSC mode 1and multi-homing is FFS.

* * * End of Changes * * * 
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